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Van: [mailto @huawei.com]

Verzonden: maandag 25 februari 2019 16:47

Aan: NCTV

Onderwerp: RE: Phone conference Mr. Steven Cai and Mrs. Patricia Zorko
Dear

When you have time, will you please check the email | sent to you last week? (email history below)
Thanks very much!
Best regards,



Personal Assistant to CEO

Huawei Technologies (Netherlands) B.V.

Amsterdam office: Herikerbergweg 36, 1101CM, Amsterdam, The Netherlands
Voorburg office: Stationsplein 4-6, 2275AZ Voorburg, The Netherlands

Tel: +31 (0)20]

Mobile: +31/

From: : g

Sent: Tuesday, February 19, 2019 4:28 PM

To: 'Secretariaat NCTV'

Subject: Phone conference Mr. Steven Cai and Mrs. Patricia Zorko

Dear|

As a follow up to the meeting on 18 Dec 2018 between Mr. Steven Cai and Mrs. Zorko, Mr. Cai would
like to arrange a phone conference (20-30 mins) with Mrs. Zorko, for updating the current situation of
the topics they have discussed in the meeting.

Will you please check if there is a possibility to arrange such conference call in March?

Thank you very much!

Best regards,

Personal Assistant to CEO

Huawei Technologies (Netherlands) B.V.

Amsterdam office: Herikerbergweg 36, 1101CM, Amsterdam, The Netherlands
Voorburg office: Stationsplein 4-6, 2275AZ Voorburg, The Netherlands

Tel: +31 (0)20

Mobile: +31

From: Secretariaat NCTV [mailtc ~ @nctv.minvenj.nl]
Sent: Thursday, December 13, 2018 5:14 PM

To: < @hyuawei.com>

Subject: RE: Meeting with Mrs. Patricia Zorko and Mr.

Dear Ms. s

Thank yod very much for the information. | will inform Mrs, Zorko and Mr.|
With kind regards,

Ministerie van Justitie en Veiligheid

Nationaal Codrdinator Terrorismebestrijding en Veiligheid
NCTV

Turfmaerkt 147 | 2511 DP | Len Haag

Fcstbus 1€95C | 2500 BZ | Den Haag

@nctv.minvenj.nl

www.nctv.nl



..................................................................................

Van: ~ [mailto: = @huawei.com]
Verzonden: donderdag 13 december 2018 17:07

Aan: Secretariaat NCTV

Onderwerp: RE: Meeting with Mrs. Patricia Zorko and Mr.

Dear!

My apoldgize. There should be 3 persons from our side. Please find below the participants from
Huawei side:

® Mr. Steven CAl, CEQ of Huawei Netherlands

® Mr.| - Director of Huawei Cyber Security Executive Briefing Centre (HCSEBC) in Brussels
emrl

Thank you very"much! Shall you have any questions, please feel free to contact me.

Best regards,

Personal Assistant to CEQ

(7]

Huawei Technologies (Netherlands) B.V.

Amsterdam office: Herikerbergweg 36, 1101CM, Amsterdam, The Netherlands
Voorburg office: Stationsplein 4-6, 2275AZ Voorburg, The Netherlands

Tel: +31 (0)20
Mobile: +31 ¢ 34
From:

Sent: Thursday, December 13, 2018 4:23 PM

To: 'Secretariaat NCTV' < .~ @nctv.minvenj.nl>

Subject: RE: Meeting with Mrs. Patricia Zorko and Mr.

Dear Mrs..

For the meeting on 19 Dec at 11:00-11:45, | would like to inform you that Mr . Steven Cai will come
along with one more colleague. Please find below the participants from Huawei side:

® Mr. Steven CAl, CEO of Huawei Netherlands

@ Mr. Director of Huawei Cyber Security Executive Briefing Centre (HCSEBC) in Brussels
Thank you very much!

Best regards,

Personal Assistant to CEO

Huawei ‘Technologies (Netherlands) B.V.

Amsterdam office: Herikerbergweg 36, 1101CM, Amsterdam, The Netherlands
Voorburg office: Stationsplein 4-6, 2275A7 Voorburg, The Netherlands

Tel: +31 (0)20 i
Mobile: +31 S
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A
Van: - BO/NCTV namens Zorko MPA, P.M. - BD/NCTV
Aan: Steven Cai)”
Onderwerp: RE: Invitation Cyber Security Roundtable
Datum: dinsdag 11 december 2018 16:17:00
Bijlagen: imaget01 png
Dear Steven,
Thank you very much for your invitation. We can discuss this during our meeting next week
Wednesday.

Best regards,
Patricia Zorko
Acting National Coordinator for Security and Counterterrorism

Van:| (Steven Cai) @huawei.com]
Verzonden: maandag 10 december 2018 11:17

Aan: Zorko MPA, P.M. - BD/NCTV

Onderwerp: Invitation Cyber Security Roundtable

Dear Patricia,
Recently there has been an increased debate on the dependency of the Netherlands on
Chinese network equipment. To put things into perspective and to provide more context
we are planning to organize a roundtable discussion on cyber security and 5G. Our
planned date is January 9, 2019, and the venue would be most likely at kasteel de
Wittenburg in Wassenaar.
We would be very happy if you and/or your colleagues could join this workshop, the
NCTV and NCSC are very important stakeholders in this discussion. In fact, we would like
to align with you already on the topics for this roundtable and the stakeholders we want
to invite. We envision that this event will bring together leading representatives from
governments, business and academia, as well as opinion leaders, to discuss the next
steps for a secure digital future.
We would welcome your input with this respect. Therefore my question is whether you
or one of your colleagues has time this week to go through the agenda and invitation
list. This would help us to make this a successful roundtable discussion.
Next to cyber security we would like to address the geopolitical situation, which cannot
be seen separate from the technical part.
Draft Agenda:
Date January 9, 2019
Time 09:00 — 09:30 Registration and coffee
09:30 — 12:30 Main program
12:30 — 13:30 Lunch
Agenda Topics 1. Introduction of Huawei and Huawei’s strategy on Cybersecurity
2. The facts behind Huawei in the news
3. The impact of 5G on the Dutch Society
4. China’s Cyber Security Law and regulations and its impact to
Huawei
5.5G security facts, concerns & mitigations
6. The benefits of industry based assurance and successful
approaches.
Me and my team are available to provide you with more details and to answer your



guestions.

I’'m looking forward to your reply.
Best regards,

Steven Cai

CEO, Huawei Netherlands
Mobile: +31

&2 HUAWEI

Huawei Technologies (Netherlands) B.V.

Amsterdam office: Herikerbergweg 36, 1101CM, Amsterdam, The Netherlands

Voorburg office: Stationsplein 4-6, 2275AZ Voorburg, The Netherlands
://www.huawei,com

This e-mail and its attachments contain confidential information from HUAWEI,
which

is intended only for the person or entity whose address is listed above. Any use of
the

information contained herein in any way (including, but not limited to, total or
partial

disclosure, reproduction, or dissemination) by persons other than the intended
recipient(s) is prohibited. If you receive this e-mail in error, please notify the
sender by

phone or email immediately and delete it.
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Invitation Huawei Cyber Security Roundtable
Dear i

Recently there has been a lot of debate in the Netherlands on the topics cyber security and the
dependency of the Netherlands on Chinese equipment with regard to telecom networks. All in the
context of the tense geopolitical situation.

To put things in perspective and to provide you with the opportunity to share your thoughts and ideas
with other key stakeholders, | would like to invite you for Huawei’s Cyber Security Roundtable. This will
be held on the 9" of January 2019, at Kasteel Wittenburg in Wassenaar.

This roundtable event will bring together leading representatives from ministries who are involved in
the issue, telecom providers and opinion leaders, to discuss the next steps for a secure digital future. We
will do this under Chatham House rules, so you can freely share all of your thoughts. This will give us the
opportunity to have an open dialogue in a closed circle of trust.

The topics addressed are; Huawei’s approach to and strategy on cyber security, 5G security, Chinese
laws and regulations related to cyber security and how assurance is arranged within our company.

I look forward to address the topics which are of current concern to and to reaffirm Huawei’s
commitment to infrastructure security in the Netherlands.

Where & when:

Location Kasteel Wittenburg
Landgoed de Wittenburg 1
Wassenaar

Date January 9, 2019

Time 09:00 — 09:30 Registration and coffee

09:30 - 12:30 Main program
12:30 - 13:30 Lunch

Agenda Topics 1. Introduction of Huawei and Huawei’s strategy on Cybersecurity

2. The facts behind Huawei in the news

3. The impact of 5G on the Dutch Society

4. China’s Cyber Security Law and regulations and its impact to Huawei
5. 5G security facts, concerns & mitigations

6

The benefits of industry based assurance and successful approaches.

My team and | are available to provide you with any further information you may require. Our contact
person is (+316 ).

Please reply by email to @huawei.com when you will attend, before December 25. If you
would like to bring over a colleague who is specialized in these topics, please do not hesitate to let us
know.



Should you have any questions in the meantime, my team and | are happy to answer them.
Thank you and we are looking forward to hearing from you.
Best regards,

Steven Cai
CEO, Huawei Technologies Netherlands
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Invitation Huawei Cyber Security Roundtable
Dear

Recently there has been a lot of debate in the Netherlands on the topics cyber security and the
dependency of the Netherlands on Chinese equipment with regard to telecom networks. All in the
context of the tense geopolitical situation.

To put things in perspective and to provide you with the opportunity to share your thoughts and ideas
with other key stakeholders, | would like to invite you for Huawei’s Cyber Security Roundtable. This will
be held on the 9" of January 2019, at Kasteel Wittenburg in Wassenaar.

This roundtable event will bring together leading representatives from ministries who are involved in
the issue, telecom providers and opinion leaders, to discuss the next steps for a secure digital future. We
will do this under Chatham House rules, so you can freely share all of your thoughts. This will give us the
opportunity to have an open dialogue in a closed circle of trust.

The topics addressed are; Huawei’s approach to and strategy on cyber security, 5G security, Chinese
laws and regulations related to cyber security and how assurance is arranged within our company.

| look forward to address the topics which are of current concern to and to reaffirm Huawei’s
commitment to infrastructure security in the Netherlands.

Where & when:

Location Kasteel Wittenburg
Landgoed de Wittenburg 1
Wassenaar

Date January 9, 2019

Time 09:00 - 09:30 Registration and coffee

09:30 — 12:30 Main program
12:30 —13:30 Lunch

Agenda Topics 1. Introduction of Huawei and Huawei’s strategy on Cybersecurity

2. The facts behind Huawei in the news

3. The impact of 5G on the Dutch Society

4. China’s Cyber Security Law and regulations and its impact to Huawei
5. 5G security facts, concerns & mitigations

6

The benefits of industry based assurance and successful approaches.

My team and | are available to provide you with any further information you may require. Our contact
person is (+316 ).

Please reply by email to @huawei.com when you will attend, before December 25. If you
would like to bring over a colleague who is specialized in these topics, please do not hesitate to let us
know.



Should you have any questions in the meantime, my team and | are happy to answer them.
Thank you and we are looking forward to hearing from you.
Best regards,

Steven Cai
CEO, Huawei Technologies Netherlands
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Van: [~ vy ]
Aan: Sl alTEy
Ondarwerp: mwm fande Tael
Datur: dnsdag 11 december 2018 Ls 33:40

J =ax¥len

mzmumwt,’_ e

BeueE s
Via deze weg nodig ik je graag uit voor een ronde tafel sessie op 9 jJanuari a s. in kasteel Bin W, De af; weken is er in de media veel aandacht geweest voor de zorgen
aver nationale veiligheid, over de opk van China en over onze organisatie Graag zouden wij in het bijziln van diverse relevante stakeholdars hier verder over praten.

Inde bijlage vind je de officiéle vitnodiging Ik hoor graag van je of je erby kunt zijn
Met vriendelijke groet,

Huawer Technologes Nethenand: BV

Tel +31 {0j70) I Meble «31(Di6] T N Emalpn T

Amgterdam office- Herk 83 1101 CnY, , The
Voorburg office Statwnspian 4 6 2275A2 Voorburg, The Netherlands
2}
. it
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Van: [mail @huawe com)

Verzonden: dinsdag 11 december 2018 1552

Aan e (NS

Onderwerp: mm‘uu nc':'wer Secunty Rends Talel

Beste|

Via deze weg nodig ik je graag uit voor een ronde tafel segsie op 9 januan 3 s In kapteel w De afy weken is er in de meda veef aandacht geweest voor de zorgen over
natienale veiligheid, over de opkomst van China en over onze organisatie. Graag zouden wij in het bijtn van diverse relevante stakeholders hier verder over prates

Inde bigage vind je de off ciele witnediging Ik hoor graag van je of je erbij kunt 2jn

Met vnendelijke groet,

Huawel Technologles Netherlands 6 V

Tek +31 (0)70] 777 | Mobde: +31 (0)6RRTT ] 1 E mail | 8 T il \
Amsterdam office: Herkerbergweg 36 1101 CM Amsterdam, The Netherlands

g office. 4.6 2275A2 g The Netherand
a
iy 4 v i i
This & ma: and its comtain confid feam HUAWE which is inteaded only for the persen or entty whose address is listed above Aay use of the information contained herein in
any way incuding but not limited to total or partial  fa | n or by persons other than the intended recpient(s) is prohibited |f you recewve this e mailin error, please notly

thg under by plmne or anaul mmedmelvanl delm it l

Dit bericht kan informatie bevatten die niet voor u is bestemd. IncIen u niet de geadresseerde bent of dit bericht abusievelijk aan u is toegezonden, wordt u
verzocht dat aan de afzender te melden en het bericht te vemljda'en De Staat aanvaardt geen aansprakelijkheid voor schade, van welke aard ook, die verband
houdt met risico's verbonden aan het elektronisch verzenden van

Ministerie van Justitie en Veiligheid

This message may contain information that is not intended for you. If you are not the addressee or if this message was sent to you by mistal

3 inform the sender and delete the message. The State accepts no liability for damage of any kind resulting from the risks inherent in
messages.

Ministry of Justice and Security

ke, you are requested
the electronic transmission
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Van: - BD/DVCB/AGY.

Aan: NCTV

Onderwerp: RE: Terugkoppeling gesprek met Huawei
Datum: donderdag 3 januari 2019 11:52:11
Hoi

r
Ik begreep uit onderstaande terugkoppeling dat Patricia in de tweede week van januari
belt met Steven Cai. Weten jullie toevallig welke dag dit zal zijn?
Bedankt alvast!

Groet,

Van: - BD/DVCB/AGY

Verzonden: woensdag 19 december 2018 16:58

Aan: - BD/DVCB/AGV; - BD/DVCB/AGV; -
BD/DVCB/AGV; - BD/DVCB/AGV; - BD/DVCB/AV
Onderwerp: FW: Terugkoppeling gesprek met Huawei

Ter info

Van: - BD/DCS/ACSB

Verzonden: woensdag 19 december 2018 15:26
Aan: Zorko MPA, P.M. - BD/NCTV; Schreinemachers, mr. drs. H.P. - BD/DAS; -
BD/DCS/NCSC; - BD/DAS/AS; - BD/DVCB/AGV; '

Onderwerp: Terugkoppeling gesprek met Huawei

Gesprek met vertegenwoordigers van Huawei, 18-12-2018

NCTYV Patricia Zorko, DCS

Steve Cai, (Huawei), ( )

Gesprek op verzoek van Huawei, dhr Cai is president van H Nederland, dhr was chef
van het test centrum in UK en wordt chef van nieuw op te richten centrum in Brussel. Hr.

Van de zijde van H werden sheets toegelicht,

De komende 5-10 jaar zal er 2 mrd dollar in
cybersecurity worden geinvesteerd.

. Meerdere advocatenkantoren hebben
ook aangetoond dat er juridisch geen enkele mogelijkheid is voor de Chinese overheid om
informatie te eisen van het bedrijf.

Verder nog gevraagd naar hun
zienswijze op de Tjechische waarschuwing, Die kende ze, maar wilde ze verder niets over
kwijt.

Tenslotte nog een uitnodiging in ontvangst genomen voor een ronde tafel in Wassenaar in
januari en een uitnodiging voor de opening van het centrum in Brussel in het voorjaar.

Daar zijn we verder niet op ingegaan.

Afgesproken dat

A



Patricia in de tweede week van januari nog telefonisch contact heeft. Hiervoor moet een
lijntje worden voorbereid.
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5 March 2019

You are invited to the opening
of the Huawei European Cybersecurity Center

On 5March 2019, Huawei's new European Cybersecur ty Center in Brussels will open its doors, delivering on
our commitment to consolidate openness, transparency, trust and collaboration in the digital world.

I'am delighted to invite you to attend the Opening Ceremony to celebrate this milestone together.

emia, as wellas EU

The event will bring together leading representatives from governments, business and aca
cure digital future.

policy-makers, to visit Huawer's new facility in Brussels and discuss the next steps for a
strategy and approach towards cyber security with you, and to reaffirm

SCuUrity.

| will be personally present to share our
Huawei's commitment to Europe’s Digital Infrastructure S

Where: Huawei European Cybersecurity Center, Rue Guimard 9, B-1000 Brussels
When: 10:30 - 12:00, Tuesday, 5th March 2019

About the Center

y solutions

15

etnm

00th poliIcy maxers and customers.
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it will also be a hub for Huawei to coope vith the European ICT ecosystem by ¢

exchange on key issues such as standardisation, certification, and best pract rity

Bt C

so provides a platform for our customers to verify the technologies offered by Huawe.

The Center al

he draft agenda of the event is attached

“RenHu ~

Rotating Chairman, Huawei
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Huawei European Cybersecurity Center Opening Ceremony

. OPENING CEREMONY

10:00

10:30

12:30

Registration

Introduction by the Master of Ceremony

Welcome speech

Ken Hu, Rotating Chairman, Huawei

Keynote speeches

Senior Officials from the European Union
Presentation of the Center
Cybersecurity in Europe

Cybersecurity in Key Member States
Senior Officials from key Member States’ Governments
Partnership
High-Level Speaker from CSPs
Huawei Cybersecurity Strategy and Approach
John Suffolk, Global Cyber Security & Privacy Office (GSPO),
Huawei

Lunch
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HUAWEI EUROPEAN CYBERSECURITY.CENTER

You are invited to the opening
of the Huawei European Cybersecurity Center

On 5 March 2019, Huawei's new European C\/Jbl'\'"“'hl[y Center in Brussels will open its doors, delivering on
our commitment to consolidate openness, transparency, trust and collaboration in the digital world.

Iam delighted to invite you to attend the Opening Ceremony to celebrate this milestone together.

The event will bring together leading representatives ,:,( n governments, business and academia, as well as EU
policy-makers, to visit Huawei's new facility in Brussels and discuss the next steps for a secure d gital future

I will be personally pre 5e 1tto share our qrra'cpy and approach towards cyber security with you, and to reaffirm
PL.L\\/ 2I's commitment to Europe’s Digital Infrastructure Security.

Where: Huawei European Cybersecurity Center, Rue Guimard 9, B-1000 Brussels
When: 10:30 — 12:00, Tuesday, 5th March 2019

About the Center

Huawer's European Cybersecurity Center will be a place for exhibition and demonstration on Huawei
cybersecurity strategy, practice and securit /&ol itions for 5G, 10T, Cloud, and NFV, etc.
be able to explain the technical aspects behind our products and solutions in a «.f-.‘ayt-mt IS ur
both policy makers and customers.

derstandab le for

It will also be a hub for Huawei to cooperate with the European ICT ecosystem by a lowing information

exchange on key Issues such as standardisation, certification, and best practice on cybersecu rity

The Center also provides a platform for our customers to verify the technologies ed by Huawel.

,Av,j

'he draft agenda of the event is attached

-

Ken Hu
otating Chairman, Huawei
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Huawei European Cybersecurity Center Opening Ceremony

I OPENING CEREMONY

10:00

10:30

12:30

Registration

Introduction by the Master of Ceremony

Welcome speech

Ken Hu, Rotating Chairman, Huawei

Senior Officials from the European Union

Keynote speeches

Presentation of the Centet
Cybersecurity in Europe

Cybersecurity in Key Member States
) y
Senior Officials from key Member States’ Governments

Partnership
High-Level Speaker from CSPs

Huawei Cybersecurity Strategy and Approach

John Suffolk, Global Cyber Security & Privacy Office (GSPO),

Huawei

Lunch
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A
Van: - NCB/A
Aan: —ER/LVCE/AGY
Onderwerp: FW: Huawei's European Cybersecurity Center Opening Ceremony Invitation
Datum: maandag 7 januari 2019 13:33:36
Bijlagen: 20190104 Hu

En nog een keer. Ter info.

Van: Schreinemachers, mr. drs. H.P. - BD/DAS

Verzonden: maandag 7 januari 2019 13:03

Aan: - BD/DVCB/AGV; - BD/DCS/ACSB

Onderwerp: FW Huawei's European Cybersecurity Center Opening Ceremony Invitation
, gaarne advies i.a.m. . HP

Van: Secretariaat - Minister van Justitie en Veiligheid

Verzonden: maandag 7 januari 2019 10:14

Aan: - BD/DBO/BP&E

CC: Schreinemachers, mr. drs. H.P. - BD/DAS; Zorko MPA, P.M. - BD/DCS

Onderwerp: FW: Huawei's European Cybersecurity Center Opening Ceremony Invitation
Van: (Steven Cai) @huawei.com]

Verzonden: maandag 7 januari 2019 10:13

Aan: Secretariaat - Minister van Justitie en Veiligheid

Onderwerp: Huawei's European Cybersecurity Center Opening Ceremony Invitation
Dear Ferdinand,

With this email | am pleased to invite you, on behalf of our Rotating Chairman Ken Hu, to the Opening
Ceremony of Huawei's new European Cybersecurity Center in Brussels on 5 March 2019. Considering
all the recent discussions, | believe this will provide you with a good opportunity to know more on our
cyber security strategy and the way we will address this topic in the coming year. Attached you will
find the official invitation and agenda.

I sincerely hope you can attend this Opening Ceremony.

I am looking forward to your reply.

Best regards,

Steven Cai

CEQ, Huawei Netherlands
Mobile: +31

N2 Huawer s stk comtap vowp

\
Huawei Technologies (Netherlands) B.V.

Amsterdam office: Herikerbergweg 36, 1101CM, Amsterdam, The Netherlands
Voorburg office: Stationsplein 4-6, 2275AZ Voorburg, The Netherlands

http://www.huawei.com

This e-mail and its attachments contain confidential information from HUAWEI which

is intended only for the person or entity whose address is listed above. Any use of the
information contained herein in any way (including, but not limited to, total or partial
disclosure, reproduction, or dissemination) by persons other than the intended

recipient(s) is prohibited. If you receive this e-mail in error, please notify the sender by
phone or email immediately and delete it.
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Van: U - ED/}! A
Aan: J o (Steven Ca)”

Cc: FE TR |,

Onderwerp: RE: Huawei"s European Cybersecurity Center Opening Ceremony Invitation

Datum: dinsdag 15 januari 2019 16:53:04

Bijlagen: imagell? jpg

Dear Steven,

Thank you for your invitation. | am pleased by your initiatives to address the topic of
cybersecurity.

However, | regret to inform you that | will not be able to attend the opening of Huawei’s new
European Cybersecurity Centre.

Kind regards,

Patricia

Van:| ~ (Steven Cai) : @huawei.com]

Verzonden: maandag 7 januari 2019 10:16

Iégl_: Zo}rkq MPA, P.M. - BD/DCS

Onderwerp: Huawei's European Cybersecurity Center Opening Ceremony Invitation

Dear Patricia,

With this email | am pleased to invite you, on behalf of our Rotating Chairman Ken Hu, to the Opening
Ceremony of Huawei’s new European Cybersecurity Center in Brussels on 5 March 2019. Considering
all the recent discussions, | believe this will provide you with a good opportunity to know more on our
cyber security strategy and the way we will address this topic in the coming year. Attached you wil|
find the official invitation and agenda.

| sincerely hope you can attend this Opening Ceremony.

I am looking forward to your reply.

Best regards,

Steven Cai

CEO, Huawei Netherlands

Mobile: +31°

cid:image001.png@01D06ADF.DED819EQ

]

Huawei Technologies (Netherlands) B.V.
Amsterdam office: Herikerbergweg 36, 1101CM, Ainsterdam, The Netherlands
Voorburg office: Stationsplein 4-6, 2275AZ Voorburg, The Netherlands

http://www.huawei.com

This e-mail and its attachments contain confidential information from HUAWEI, which
is intended only for the person or entity whose address is listed above. Any use of the
information contained herein in any way (including, but not limited to, total or partial

disclosure, reproduction, or dissemination) by persons other than the intended
recipient(s) is prohibited. If you receive this e-mail in error, please notify the sender by
phone or email immediately and delete it
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Kort verslag telefonisch gesprek dd. 18 februari 2019 Minister Grapperhaus met CEO Huawei, dhr. Cai
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Van: I R BU/PIDY

Aan: el s e |~ LL/ENLY

co W | Ruikzat Kecel, bo; IR - B0/PSD; Skl
= BD/PSD; | —EQ/PSD; | ~ED/PNDV

Onderwerp: RE: Meeting request Huawei Brussel

Datum: vrijdag 26 april 2019 13:49:40

Hoi en

Dit lijkt me iets om in Den Haag af te handelen maar ik zal het even met de collega‘’s van Programma
Stateljjke Dreigingen besgreken.

We laten jullie zsm weten.

Hartelijke groet, | Kind regards,

Coordinerend senior beleidsmedewerker | Coordinating Senior Policy Officer A

Ministerie van Justitie en Veiligheld | Ministry of Justice and Security

Nationaal Codrdinator Terrorismebestrijding en Veiligheid | National Coordinator for Security and
Counterterrorism

Directie Cyber Security | Cyber Security Department

Afdeling Cyber Security Beleid | Cyber Security Policy Division

Turfmarkt 147 | 2511 DP | Den Haag

Postbus 16950 | P.O. Box 20301 | 2500 EA | Den Haag | The Netherlands

M +31

@ngctv.minveni.nl
www.nctv.nl
Van: @minbuza.nl]
Verzonden: vrijdag 26 april 2019 10:42
Aan: - BD/PNDV; . - BD/PNDV
CcC:| @minbuza.nl; Kenkel, Roy

Onderwerp: FW: Meeting request Huawel Brussel
Ter info [nzake een meeting request van Huwael Brusse| aan de PV EU (en de PV NAVO).

. Voor contacten met |obbyisten en bedrijven vanuit PVEU gelden bepaalde regels, waarbij
ook woordvoering betrokken moet worden. Roy is onze woordvoerder. Optie is nu om dit in Brussel af te
handelen door EZK al dan njet samen met woordvoering (zie onderstaande mail), op een vergelijkbare wijze
waarop ieder ander bedrijf ook zou worden ontvangen. Andere optie zou zijn dat dit in Den Haag wordt
opgepakt, dat wil zeggen dat het verzoek aan PV wordt doorgeleid aan DH en vanuit DH een gesprek wordt
gevoerd met Huwaei. Ik laat even aan jullie over wat verstandig is. Moet dit naar jullie inschatting ook nog met
BZ/DVB worden gedeeld?

Thanks,

From: A
Sent: vrijdag 26 april 2019 09:57

To: N @minbuza.nl>; @minbuza.ni>

Cc: @minbuza.nl>; Kenkel, Roy <Roy.Kenkel@minbuza.n|>;

@minbuza.nl>
Subject: RE: Meeting request

Zojuist met Roy Kenkel gesproken. | 7 D



Roy is bereid het verzoekaan| i door te geleiden

Ik bel nu nog even met op de PV NAVO, ze belde net.
Gr,
From: g
Sent: donderdag 25 april 2019 12:10
To: [ N et (S o : ; W @mintyza.nt>
Ce: .:Aﬁ.‘, R @minbuza .nl>;| T4 W B @mminbuza.nl>; |
T @minbuzant>
Subject: RE: Meeting request
Hoi
Op 17 april heeft mijn collega een soortgelijk verzoek ontvangen. Hij heeft het bericht gelet op de
‘cyberrelevantie’ doorgezet naar onder andere PVEU/J&V en mijzelf.
Hartelijke groet,
Van: i - wlhuaweicom>
Datum: woensdag 17 apr. 2019 1:55 PM
Aan: e ‘Wminbuzanl>
Onderwerp: Meeting request
Dear Ga],
My colleague and | would be very grateful for the earliest opportunity to discuss with you 5G cybersecurity

policy during the weeks of 23 April and 2 May.

The European Commission has recently launched its Recommendation on Cybersecurity of 5G Networks. In the
meantime, we are aware that several EU Member States are already developing a position in this policy area. Huawei
operates following principles of transparency, openness, and cooperation and so we would be very grateful to share our
perspective with you and better understand your view at a national level.

Would you indicate your availability for the earliest date it would be convenient for us to meet and discuss this topic
during the weeks of 23 April and 2 May, please?

Best regards,

Tel: +3370 0
Emal- @huawei.com

&

Director forJCyberseCurity and Data Privacy
Huawei Technologies

Tel: 432

Chaussee d’Etterbeek 180



B-1040 Brussels

5ubject' Meetmg request

Dearﬁ

My colleague. ~ = and | would be very grateful for the earliest opportunity to discuss with you 56
cybersecurity policy during the weeks of 23 April and 2 May.

The European Commission has recently launched its Recommendation on Cybersecurity of 5G Networks. In the
meantime, we are aware that several EU Member States are already developing a position in this policy

area. Huawei operates following principles of transparency, openness, and cooperation and so we would be very
grateful to share our perspective with you and better understand your view at the Permanent representation of
Netherlands to NATO.

Would you indicate your availability for the earliest date it would be convenient for us to meet and discuss this
topic during the weeks of 23 April and 1st May, please?

Best regards,

Tel: +3 3
Email:m @hyawei.com

Huawei Technologies

Cybersecurity and Data protection

EU Public Affairs & Communication Office
Chaussée D'Etterbeek 180

1040 Brussels, Belgium

—m _
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Help save paper! Do you really need to print this email?

Dit bericht kan informatie bevatten die niet voor u is bestemd. Indien u niet de geadresseerde bent of dit
bericht abusievelijk aan u is toegezonden, wordt u verzocht dat aan de afzender te melden en het bericht
te verwijderen. De Staat aanvaardt geen aansprakelijkheid voor schade, van welke aard ook, die verband
houdt met risico's verbonden aan het elektronisch verzenden van berichten.

This message may contain information that is not intended for you. If you are not the addressee or if this
message was sent to you by mistake, you are requested to inform the sender and delete the message. The
State accepts no liability for damage of any kind resulting from the risks inherent in the electronic
transmission of messages.
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A
Van: NCTV. .
Aan: I
Onderwerp: RE: Urgent call between Mr. Steven Cai and Mrs. Patricia Zorko
Datum: vrijdag 17 mei 2019 11:10:00
Bijlagen: imagelll.png

Goodmorning
Thank you for your mail. I will contact Mrs. Zorko and will come back to you.
Kind regards,

Van: BN (8 @huawei.com]

Verzonden: vrijdag 17 mei 2019 11:00

Aan: NCTV

Onderwerp: FW: Urgent call between Mr. Steven Cai and Mrs. Patricia Zorko

Dear Mrs. | TSI |

Good morning. Yesterday | was in contact with for arranging a quick phone call

between Mr. Steven Cai (CEO of Huawei Netherlands) and Mrs. Zorko. Unfortunately the call was not
possible yesterday and we will be informed shortly again regarding this. Mr. Cai would like to check the
possibility for a 5 minutes call with Mrs. Zorko today. | have sent an email to) )
however | noticed that she is not at office until next Tuesday.

I’'m not sure if it is appropriate that | contact you. We will really appreciate if Mrs. Zorko could have 5
minutes time slot today for such a call.

Thank you very much!

Best regards,

Personal Assistant to CEQ
Huawei Technologies (Netherlands) B.V.

Amsterdam office: Herikerbergweg 36, 1101CM, Amsterdam, The Netherlands
Voorburg office: Stationsplein 4-6, 2275A7 Voorburg, The Netherlands

Mobile: +31
WWWwW. Wi
From:
Sent: Friday, May 17, 2019 10:31 AM
To: ! - BD/NCTV'

Subject: RE: Urgent call between Mr. Steven Cai and Mrs. Patricia Zorko

Goordrmon"ning! Sorry to bother you. Mr. Cai will really appreciate if he could have a quick call with Mrs.
Zorko today. 5 minutes will be sufficient. We would value it a lot if you could help facilitating it.

Thank you very much and have a nice day!

Best regards,

Personal Assistant to CEO

Huawei Technologies (Netherlands) B.V.

Amsterdam office: Herikerbergweg 36, 1101CM, Amsterdam, The Netherlands
Voorburg office: Stationsplein 4-6, 2275AZ Voorburg, The Netherlands
Mobile: +31/

From: - BD/NCTV @nctv.minjenv.nl)




Sent: Thursday, May 16, 2019 3:55 PM

To: @huawet.com>
Subject: RE: Urgent call between Mr. Steven Cai and Mrs. Patricia Zorko
Dear

In response to your mail. Today it is no longer possible to call Mr Cai. We will contact you shortly.
Met vriendelijke groet,

Management Assistent van Palricia Zorko

Ministerie van Justitie en Veiligheid
Nationaal Codrdinator Terrorismebestrijding en Veiligheid
Turfmarkt 147 | 2511 DP | Den Haag
Postbus 16950| 2500 BZ | Den Haag

T: 070-

M: 0031 7 ¢
: @nctv.minven.nl
Van: ¢ @huawei.com]
Verzonden: donderdag 16 mei 2019 12:36
Aan: - BD/NCTV
Onderwerp: Urgent call between Mr. Steven Cai and Mrs. Patricia Zorko
Dear

As per conversation just before, here by the email.

Mr. Cai would like to set up a quick conference call today with Mrs. Zorko, the purpose of the call is to
have update about the news published by Volkskrant today and Huawei would like to be informed
about whether there is potential investigation like what was written on the news. Mr. Cai will really
appreciate if such quick call could be facilitated today.

Thanks very much!

Best regards,

Personal Assistant to CEO
8
Huawei Technologies (Netherlands) B.V.

Amsterdam office: Herikerbergweg 36, 1101CM, Amsterdam, The Netherlands
Voorburg office: Stationsplein 4-6, 2275AZ Voorburg, The Netherlands

Mobile: +31
http://www.huaweicom

Dit bericht kan informatie bevatten die niet voor u is bestemd. Indien u niet de
geadresseerde bent of dit bericht abusievelijk aan u is toegezonden, wordt u verzocht dat
aan de afzender te melden en het bericht te verwijderen. De Staat aanvaardt geen
aansprakelijkheid voor schade, van welke aard ook, die verband houdt met risico's
verbonden aan het elektronisch verzenden van berichten.

Ministerie van Justitie en Veiligheid

This message may contain information that is not intended for you. If you are not the
addressee or if this message was sent to you by mistake, you are requested to inform the
sender and delete the message. The State accepts no liability for damage of any kind
resulting from the risks inherent in the electronic transmission of messages.
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HUAWEI Huawei Technologies (Netherlands) B.V.

Voorburg, May 237 2019

To the Minister of Justice & Security
Ministry of Justice & Security

Mr. F.B.J. Grapperhaus

PO Box 20401

2500 EH, The Hague

Cc. Mrs. M.G.C. Keijzer

Excellency, Dear Mr. Grapperhaus,

The Bureau of Industry and Security (BIS) of the US Department of Commerce announced recently its decision
to place Huawei on its so-called "Entity List". This decision is the latest move in the campaign against Huawei,
waged by the US government for political reasons and to support the negotiations in the trade war. Huawei is
against this decision.

The US government has launched the campaign against Huawei since long. Up till today, there is no single
evidence provided to support their allegation. Under this circumstance, the action is clearly a violation of both
legal and diplomatic practice globally.

To guarantee our products and services delivery to our customer, Huawei has invested heavily in the past 10
years to ensure that our business operations will not be affected, even under extreme conditions, such as
natural disasters or disruption of supply as a result of political reasons. Huawei Technologies Netherlands BV
have made explicit agreements and measures with our Dutch customers to secure product and service
continuity.

Prior to the recent announcement of the US government, the US allegations have been focusing on cyber
security. Given the considerable pressure from the US government to the European and Dutch policy makers,
and the various unsubstantiated allegations, we experience an increasing difficult market and political
situation in the Netherlands. The environment is currently strongly influenced by emotions rather than facts.

The Dutch Taskforce regarding 5G cyber security risks is in progress and is evaluating the vulnerabilities and
potential mitigations towards critical infrastructure. As one of the technology suppliers, we are also evaluated
in this investigation. Huawei is for many years an innovative, open and contributing company in the
Netherlands.

Therefore we hope that the Dutch government will be fair, fact based, and a non-discriminatory towards the
Huawei evaluation. The results of the taskforce are expected soon now, and Huawei would appreciate a
timely notification of the content of such report as well as the opportunity to appeal if needed.

egal status B V, Address. Henkerbergweg 101CM. Amsterdam The Netherlands
: stered in the Trade R hamber of commerce in Amsterdam
KvK Number- 34219858, BTW Number: NL 8139.10.250.801

20190523
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HUAWEI Huawei Technologies (Netherlands) B.V.

In June our global chairman Mr. Guo Ping would like to visit the Netherlands and have an engagement with
you. We would appreciate the opportunity very much to elaborate on the position of Huawei and the
contribution to the Netherlands.

Huawei will continue to focus on the long-term development with the Netherlands and contribute to the
digital transformation in order to support the competitiveness of the Dutch society.
| am looking forward to meeting you again.

Yours Sincerely,

Steven Cai
Huawei Technologies Benelux
CEO

Legal status: B.V., Address: Hernkerbergweg Amsterdam The Netherlands
Registered in the Trade Register of the chamber of comm in Amsterdam,
KvK Number: 34219858, BTW Number NL 8139.10.250.B01




Van: - Bu/¥sD

Aan: - BD/PSD; BU/PSL; - BD/PSD

Cc: - BU/PSD; Zorkg PA, PM. - BD/NCTV

Onderwerp: FW: Letter to Minister of Justice & Security Mr. F B.). Grapperhaus

Datum: vrijdag 24 mei 2019 11:15:37

Bijlagen: im J01.png

Van: NCTV

Verzonden: vrijdag 24 mei 2019 10:52

Aan: Aalbersberg, P.J. - BD/NCTV; Zorko MPA, P.M. - BD/NCTV; - BD/PSD;
- BD/PSD

Onderwerp: FW: Letter to Minister of Justice & Security Mr. F.B.). Grapperhaus
Brief ontvangen via secr. Minister.

Van: Secretariaat - Minister van Justitie en Veiligheid
Verzonden; vrijdag 24 mei 2019 10:49

Aan: NCTV
Onderwerp: FW: Letter to Minister of Justice & Security Mr. F.B.J. Grapperhaus
Van: @huawei.com]

Verzonden: vrijdag 24 mei 2019 10:46

Aan: Secretariaat - Minister van Justitie en Veiligheid

Onderwerp: Letter to Minister of Justice & Security Mr. F.B.]. Grapperhaus
Excellency, Dear Mr. Grapperhaus,

Please find enciosed a letter of Steven Cai, CEO Huawel Benelux.

Thank you!

Yours Sincerely,

Personal Assistant to CEQ

2 HUAWEI

Huawei Technologies (Netherlands) B.V.
Amsterdam office: Herikerbergweg 36, 1101CM, Amsterdam, The Netherlands
Voorburg oftice: Stationsplein 4-6, 2275A7 Voorburg, The Netherlands
Mobile: +31

www.huaweicom

20190524
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Semadm— - = = Yy
Van: 1 < @huawei.com>
Verzonden: dinsdag 4 juni 2019 12:09
Aan: speakers@one-conference.nl
cc:
Onderwerp: Voorstellen "call for presentations” One Conference

Geachte heer, mevrouw,

Hierbij een drietal voorstellen voor contributie aan de One Conference vanuit Huawei. Ik hoor tzt graag van u.
Proposal 1:
Related to Al Security and Privacy Protection

1.Title : Al security and privacy protection governance solution
2. Abstract:

o bsuw

Clarify Huawei's opinion and practice of Al security and privacy based on the strategy of "building a
full-stack, all-scenario Al solution", define responsibility boundaries, introduce solution and practices.

* Huawei Al security and privacy protection governance principles and architecture

e  Establish hierarchical Al governance and define security and privacy requirements at different layers

based on the classification of personal data processing risks and activity characteristics and risks in Al
scenarios

Type of presentation: Lecture
Aim of the presentation: Both Public and Private sector. Implementation vs Regulation
Target audience : CEQ, CIO and policy makers
Short bio of the speaker:
John Suffolk is the President and Global Cyber Security & Privacy Officer (GSPO) for Huawei. In this role, he
oversees the enhancement and implementation of Huawei’s end-to-end global cyber security and privacy
assurance system, which includes developing the overall strategies, executing the strategies and monitoring all
aspects of security and privacy across the company to ensure they achieve legal and customer requirements. Mr.
Suffolk is responsible for strengthening the company’s understanding of security and privacy issues of
governments and customers and ensuring the trusted delivery of all of the company’s technology and services.
Mr. Suffolk has more than 30 years of experience in the information and communications technology industry.
Prior to joining Huawei in 2011, Mr. Suffolk spent more than seven years in the UK Government, where he was
Her Majesty’s Government CIO and CISO, leading the delivery of the Government’s strategy for the
transformation of public services enabled by technology. Previously, he was Operations Director and Managing
Director of Britannia Building Society, and Director of Customer Services at Birmingham Midshires.
He was named the most influential CIO in the UK in 2010 by Silicon.com and was ranked in the top five of the
most influential people in technology behind Sir Tim Berners-Lee.
Mr. Suffolk received an MBA from The University of Wolverhampton in the United Kingdom



Proposal 2:
Related to 5G Security

1.Title: 5G Security and true accountabilities.
2. Abstract: 5G security is under heavy discussion, but it cannot solve the accountabilities which regulations are

3.

putting for new services. So question is, what else is needed beside 5G security and to whom?

Type of presentation (e.g. lecture, panel, demo and interactive aspects such as Q&A'’s or real time polling):
lecture

Aim of the presentation. What's in it for the audience {public and private sector)? Both Public and Private sector.
Implementation vs Regulation

Target audience (e.g. technical specialists, analysts, policy makers) CEO, CIO and policy makers

Short bio of the speaker:

Mika Lauhde works as Vice-President, Cyber Security & Privacy, Global PACD in Huawei Technologies Co., LTD. He
leads public relations team to understand and provide insight of governments Cyber security and Privacy policy,
public opinions, threads, technologies, laws, regulations, inside informations, situation and trends. His work in
Huawei is to understand the “big picture” what comes to Cyber Security and its requirements globally. Prior
joining Huawei he worked in SSH Communications Security as VP, Government Relations and Business
Development. Engaging governments, industry partners, and customers on important security and privacy issues
such as critical infrastructure protection, compliancy, software assurance, risk and identity management.

In Nokia Corporation, Mika Lauhde headed Business Security and Continuity, where he was accountable globally
Government Relations in Cybersecurity and Privacy area, Criminal compliancy and forensic, Nokia wide crisis
management as well terminal and manufacturing related security tool manufacturing.

Mika has an extensive experience with cyber security related topics and governmental institutions both in Europe
ASIA and USA. Currently he is a Member of ENISA (European Network and Information Security Agency)
Permanent Stakeholder Group and Europol Cyber security and privacy adviser as well Senior Fellow, Maastricht
University, Faculty of Law, Centre of Data protection and Cyber Security (2017-)

Member of ENISA (European Network and Information Security Agency) PSG (2009 —)
EUROPOL Cyber Security Advisor (2016 - )
EURQPOL Privacy Expert (2015 -)



Proposal 3:
Related to Cyber stability and impact of the current trade war for global cybersecurity competence

1. Title: Trade war and impact to global cyber security and stability.

2. Abstract : US-China trade conflict is impacting larger are of than Huawei . How current trade conflict is impacting
to European citizens, companies and safety and security and what we need to learn from this

3. Type of presentation (e.g. lecture, panel, demo and interactive aspects such as Q&A’s or real time polling):
lecture

4. Aim of the presentation. What's in it for the audience (public and private sector)? Both Public and Private sector.

Implementation vs Regulation

Target audience (e.g. technical specialists, analysts, policy makers) CEO, CIO and policy makers

6. Short bio of the speaker:
Mika Lauhde works as Vice-President, Cyber Security & Privacy, Global PACD in Huawei Technologies Co., LTD. He
leads public relations team to understand and provide insight of governments Cyber security and Privacy policy,
public opinions, threads, technologies, laws, regulations, inside information, situation and trends. His work in
Huawei is to understand the “big picture” what comes to Cyber Security and its requirements globally. Prior
joining Huawei he worked in SSH Communications Security as VP, Government Relations and Business
Development. Engaging governments, industry partners, and customers on important security and privacy issues
such as critical infrastructure protection, compliancy, software assurance, risk and identity management.
In Nokia Corporation, Mika Lauhde headed Business Security and Continuity, where he was accountable globally
Government Relations in Cybersecurity and Privacy area, Criminal compliancy and forensic, Nokia wide crisis
management as well terminal and manufacturing related security tool manufacturing.

L

Mika has an extensive experience with cyber security related topics and governmental institutions both in Europe
ASIA and USA. Currently he is a Member of ENISA (European Network and Information Security Agency)
Permanent Stakeholder Group and Europol Cyber security and privacy adviser as well Senior Fellow, Maastricht
University, Faculty of Law, Centre of Data protection and Cyber Security (2017-)

Member of ENISA (European Network and Information Security Agency) PSG (2009 —)
EUROPOL Cyber Security Advisor (2016 - )
EUROPOL Privacy Expert (2015 -)

Best regards,

|
W W
Huawei Technologies (Netherlands) B.V.
Herikerbergweg 36, 1101 CM, Amsterdam Z-0O, The Netherlands
Mobile: +31 6

KVK: 34219858
www.huawei.com

o
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This e-mail and its attachments contain confidential information from HUAWEI, which is intended only for
the person or entity whose address is listed above. Any use of the information contained herein in any way
(including, but not limited to, total or partial disclosure, reproduction, or dissemination) by persons other
than the intended recipient(s) is prohibited. If you receive this e-mail in error, please notify the sender by
phone or email immediately and delete it!
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Van:
Verzonden:
Aan:

cC:
Onderwerp:

Dear

Thank you again for submitting 3 presentation proposals for the international One Conference 2019. We

i <speakers@one-conference.nl>
maandag 1 juli 2019 12:20

Re: Voorstellen “call for presentations” One Conference

have received a large number of high quality submissions this year, and selection has been difficult.
Unfortunately, we have to inform you that your submissions are not among the accepted talks.
We wish you the best in your future endeavors, thanks again!

Kind regards,

Team One Conference 2019

Op 4-6-2019 om 12:08 schreef |

Geachte heer, mevrouw,
Hierbij een drietal voorstellen voor contributie aan de One Conference vanuit Huawei. lk hoor tzt graag

van u.

Proposal 1:
Related to Al Security and Privacy Protection

1.Title : Al security and privacy protection governance solution
2. Abstract:

D w s w

Clarify Huawei's opinion and practice of Al security and privacy based on the strategy of
"building a full-stack, all-scenario Al solution", define responsibility boundaries, introduce
solution and practices.

e Huawei Al security and privacy protection governance principles and architecture

e Establish hierarchical Al governance and define security and privacy requirements at

different layers based on the classification of personal data processing risks and activity
characteristics and risks in Al scenarios

Type of presentation: Lecture
Aim of the presentation: Both Public and Private sector. Implementation vs Regulation
Target audience : CEO, CIO and policy makers
Short bio of the speaker:
John Suffolk is the President and Global Cyber Security & Privacy Officer (GSPO) for Huawei. In
this role, he oversees the enhancement and implementation of Huawei’s end-to-end global
cyber security and privacy assurance system, which includes developing the overall strategies,
executing the strategies and monitoring all aspects of security and privacy across the company
to ensure they achieve legal and customer requirements. Mr. Suffolk is responsible for
strengthening the company’s understanding of security and privacy issues of governments and
customers and ensuring the trusted delivery of all of the company’s technology and services.
Mr. Suffolk has more than 30 years of experience in the information and communications
technology industry. Prior to joining Huawei in 2011, Mr. Suffolk spent more than seven years in
the UK Government, where he was Her Majesty’s Government CIO and CISO, leading the
delivery of the Government’s strategy for the transformation of public services enabled by
technology. Previously, he was Operations Director and Managing Director of Britannia Building
Society, and Director of Customer Services at Birmingham Midshires.
He was named the most influential ClIO in the UK in 2010 by Silicon.com and was ranked in the
top five of the most influential people in technology behind Sir Tim Berners-Lee.
Mr. Suffolk received an MBA from The University of Wolverhampton in the United Kingdom

A



Proposal 2:
Related to 5G Security

1. Title: 5G Security and true accountabilities.

2. Abstract: 5G security is under heavy discussion, but it cannot solve the accountabilities which
regulations are putting for new services. So question is, what else is needed beside 5G
security and to whom?

3. Type of presentation (e.g. lecture, panel, demo and interactive aspects such as Q&A's or real
time polling): lecture

4. Aim of the presentation. What's in it for the audience (public and private sector)? Both Public
and Private sector. Implementation vs Regulation

5. Target audience (e.g. technical specialists, analysts, policy makers) CEO, CIO and policy makers

6. Short bio of the speaker:

Mika Lauhde works as Vice-President, Cyber Security & Privacy, Global PACD in Huawei
Technologies Co., LTD. He leads public relations team to understand and provide insight of
governments Cyber security and Privacy policy, public opinions, threads, technologies, laws,
regulations, inside informations, situation and trends. His work in Huawei is to understand the
“big picture” what comes to Cyber Security and its requirements globally. Prior joining Huawei
he worked in SSH Communications Security as VP, Government Relations and Business
Development. Engaging governments, industry partners, and customers on important security
and privacy issues such as critical infrastructure protection, compliancy, software assurance, risk
and identity management.

In Nokia Corporation, Mika Lauhde headed Business Security and Continuity, where he was
accountable globally Government Relations in Cybersecurity and Privacy area, Criminal
compliancy and forensic, Nokia wide crisis management as well terminal and manufacturing
related security tool manufacturing.

Mika has an extensive experience with cyber security related topics and governmental
institutions both in Europe, ASIA and USA. Currently he is a Member of ENISA (European
Network and Information Security Agency) Permanent Stakeholder Group and Europol Cyber
security and privacy adviser as well Senior Fellow, Maastricht University, Faculty of Law, Centre
of Data protection and Cyber Security (2017-)

Member of ENISA (European Network and Information Security Agency) PSG (2009 - )
EUROPOL Cyber Security Advisor (2016 - )
EUROPOL Privacy Expert (2015 -)



Proposal 3:
Related to Cyber stability and impact of the current trade war for global cybersecurity competence

1. Title: Trade war and impact to giobal cyber security and stability.

2. Abstract : US-China trade conflict is impacting larger are of than Huawei . How current trade
conflict is impacting to European citizens, companies and safety and security and what we need
to learn from this

3. Type of presentation (e.g. lecture, panel, demo and interactive aspects such as Q&A’s or real
time polling): lecture

4. Aim of the presentation. What's in it for the audience (public and private sector)? Both Public
and Private sector. Implementation vs Regulation

5. Target audience (e.g. technical specialists, analysts, policy makers) CEQ, ClO and policy makers

6. Short bio of the speaker:

Mika Lauhde works as Vice-President, Cyber Security & Privacy, Global PACD in Huawei
Technologies Co., LTD. He leads public relations team to understand and provide insight of
governments Cyber security and Privacy policy, public opinions, threads, technologies, laws,
regulations, inside information, situation and trends. His work in Huawei is to understand the
“big picture” what comes to Cyber Security and its requirements globally. Prior joining Huawei
he worked in SSH Communications Security as VP, Government Relations and Business
Development. Engaging governments, industry partners, and customers on important security
and privacy issues such as critical infrastructure protection, compliancy, software assurance, risk
and identity management.

In Nokia Corporation, Mika Lauhde headed Business Security and Continuity, where he was
accountable globally Government Relations in Cybersecurity and Privacy area, Criminal
compliancy and forensic, Nokia wide crisis management as well terminal and manufacturing
related security tool manufacturing.

Mika has an extensive experience with cyber security related topics and governmental
institutions both in Europe, ASIA and USA. Currently he is a Member of ENISA (European
Network and Information Security Agency) Permanent Stakeholder Group and Europol Cyber
security and privacy adviser as well Senior Fellow, Maastricht University, Faculty of Law, Centre
of Data protection and Cyber Security (2017-)

Member of ENISA (European Network and Information Security Agency) PSG (2009 - )
EUROPOL Cyber Security Advisor (2016 - )
EUROPOL Privacy Expert (2015 -)

Best regards,

]

% HUAWE]

w
Huawei Technologies (Netherlands) B.V.

Herikerbergweg 36, 1101 CM, Amsterdam z-0, The Netherlands
Mobile: +31€ )

KVK: 34219858

www.huawei.com
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This e-mail and its attachments contain confidential information from HUAWEI, which is intended only
for

the person or entity whose address is listed above. Any use of the information contained herein in any
way

(including, but not limited to, total or partial disclosure, reproduction, or dissemination) by persons other
than the intended recipient(s) is prohibited. If you receive this e-mail in error, please natify the sender by
phone or email immediately and delete it!
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